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Connecting to new wireless networks
Eduroam, MEDGuest, UCLAHealthSecure

Eduroam - requires eduroam credentials

1.

MEDGUEST- Public network
1.

Select eduroam from the list of available wireless networks
Login using your eduroam account (your UCLA login). Example:

username: jbruin@ucla.edu

password: yourUCLApassword

Accept the Certificate

For PC:

eduroam
Connecting

Continue connecting?

different network with the same name.
Show certificate details

Connect Cancel

MEDGUEST

Open

SemelWifi Guest

Airplane mode hots

For Mac:

If you expect to find eduroam in this location,
go ahead and connect. Otherwise, it may be a

verify Certificate

Authenticating to network “eduroam”

Balare authanscating 1o sarver "nas somise. medetrucla. adu”, you should examing tha
-",:%‘-“ sarvei's certificale to ensure thal i is approgriate for thas network,
-

To view the certificate, click 'Show Certificate’

? i Show Certificate | Cancel

i

Once authenticated successfully, the device will be granted internet access

Select MEDGUEST from the list of available wireless networks and connect
2. A browser pop up will open the Acceptable Use Policy
3. Read and accept the policy to be granted internet access



mailto:jbruin@ucla.edu

Acceptable Use Policy
Please read the Acceplable Use Policy.

UCLA Health Sciences is pleased to offer our guests free

wireless Internet service. Our goal is 1o provide you with
an enriched, high quality Interet expenience. The
Acceptable Use Policy(AUP) details acceptable use and
rules of "online™ behavior and access privileges for
Internet users of the UCLA Health Sciences wircless
network. The Acceptable Use Policy has been designed to
protect our Services and the Internet community, from

ppropriatc, illcgal, or othcrwise objectionable
activities. UCLA Health Sciences may revise the
Acceptable Use Policy{ AUP) from time to time without
notice by posting a ncw version.(or any successor
URL(s)). By clicking the button below, you agree to abide
by, and require others using this Service via your device
10 abide by the terms of the AUP. IF YOU DO NOT
AGREE TO BE BOUND BY THESE TERMS, YOU
SHOULD IMMEDIATELY STOP THE USE OF THIS
SERVICE.

Decline

UCLAHealthSecure - requires Mednet username and password

In addition to needing your Mednet credentials, UCLAHealthSecure requires your computer to be
encrypted and with additional security applications for verification. To encrypt your device, we
recommend contacting Customer Care or IT Connect for support.

1. Select UCLAHealthSecure from the list of available wireless networks
. Login using your Mednet username and password
3. When authenticated successfully, a browser pop-up will appear to begin installing Clearpass
Onguard client (a security verification application)
4. Complete the install to be authorized on the wireless network
*Your device’s storage drives must be encrypted to connect. If the drives are not encrypted,
you will be granted internet access only without access to internal resources.

Questions

If you have any questions or need assistance, please contact Customer Care (310) 267-CARE (2273)
or connect with IT Connect for virtual support.
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tel:(310)%20267-2273
https://it.uclahealth.org/about/dgit/dgit-support/it-connect
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